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a b s t r a c t

The identification of top persuaders from social networking websites is increasingly attracting attention
because they can significantly affect consumers’ purchasing decisions in electronic word-of-mouth
(eWOM) marketing. Existing studies on the identification of top persuaders have mainly focused on
the idea of trust and have not considered distrust. However, this omission may lead to a high negative
impact of the top persuaders identified from trust networks. To address this issue in the context of
mixed trust networks, this study formulates the top persuader identification problem and develops a
novel approach to identifying top persuaders. The structural properties of mixed trust networks are
investigated through four measures: the degree of distribution, the correlation coefficient of trust and
distrust, the cumulative distribution of the ratio between the degree of distrust and the degree of
trust, and the mix pattern. To adapt to the context of mixed trust networks, a mixed trust PageRank
(MTPR) index is conceived to evaluate the influential power of a top persuader. Reinforced by the
dimensions of trust and distrust, the MTPR-based approach is proposed to identify top persuaders in
mixed trust networks. The experimental results using real-world data collected from Epinions show
that the proposed approach outperforms the degree centrality approach and the PageRank approach.

© 2019 Elsevier B.V. All rights reserved.

1. Introduction

In the digital era, Internet-based social communication ser-
vices (e.g., Twitter, MySpace, Facebook, and LinkedIn) have re-
sulted in the emergence of social persuasion as a complex force
that governs the propagation of influence in online social net-
works (OSNs) [1–3]. Social persuasion is closely related to social
contagion and network diffusion, by which a consumer’s attitude,
belief, or behavior is influenced by other consumers in an OSN [4].
This phenomenon has allowed various companies to identify top
persuaders who can propagate social influence through their high
network status in OSNs and who have the ability to affect the
behavior and attitudes of other consumers [5–7]. Therefore, the
ability to discover top persuaders in an OSN has become critical to
companies in electronic word-of-mouth (eWOM) marketing [8–
10]. In this context, marketing information can be diffused faster
and be promoted better by top persuaders to their followers in
OSNs via word of mouth.
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Through their social reach, original content, and consumer
trust, top persuaders play an important role in eWOM marketing
campaigns. In particular, trust plays a critical role in consumers’
decisions, especially when the participants are anonymous and
do not engage in direct face-to-face interactions [11,12]. As the
counterpart of trust, distrust can be simultaneously present in
consumers’ sentiments [13,14]. Users in some OSNs, such as
Slashdot, Essembly, and Epinions, are allowed to directly express
whom they trust and distrust based on their previous interaction
experience [15]. Thus, both trust and distrust build a strong
eWOM foundation in the digital world. However, eWOM com-
munication involves positive or negative statements of trust or
distrust information made in OSNs [16,17]. Trust information
delivers a positive signal of product popularity, whereas distrust
information delivers a negative signal. Therefore, a top persuader
who may be trusted or distrusted by his/her peers will exert
either a positive or negative influence on product popularity [18,
19].

Prior approaches to identifying top persuaders have mainly fo-
cused on the idea of trust [9,16,20]. Liu et al. developed a research
framework for identifying top persuaders from trust networks
composed of trust relationships, ignoring the distrust relation-
ships among users [9]. Although Kim et al. [20] investigated
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the effect of distrust on top persuaders, they did not simultane-
ously consider the effect of trust and distrust on top persuader
identification; however, a top persuader with a highly negative
impact could be identified, and trust and distrust were sepa-
rately considered [16]. In the context of mixed trust networks,
a user not only obtains an approval ticket (trust relationship)
from his/her peers but also may obtain a disapproval ticket
(distrust relationship). For example, in Fig. 1, Alice receives 4
trust relationships and 1 distrust relationships from her fol-
lowers, while Bob receives 4 trust relationships and 2 distrust
relationships. As a top persuader, Alice is more promising than
Bob in regard to eWOM marketing because she has a higher
degree of trust and maintains a lower degree of distrust in mixed
trust networks. However, a top persuader with a higher degree
of distrust in mixed trust networks, such as Bob, is often iden-
tified by traditional approaches, such as degree centrality and
the PageRank approach. Therefore, a top persuader with negative
eWOM identified by traditional approaches poses problems for
most marketers. The goal of this study is to develop an innovative
scheme to identify top persuaders in mixed trust networks.

This study focuses on identifying top persuaders in mixed
trust networks by combining the trust and distrust relationships
among users. Mixed trust networks provide corporations with
an opportunity where the network structure acts as an eWOM
marketing and promotion medium. Top persuaders often take
advantage of the network structure of OSNs to propagate their
influence by relying on their high network status [21]. Thus,
the structural properties of mixed trust networks are first in-
vestigated using four measures: the degree of distribution, the
correlation coefficient of trust and distrust, the cumulative distri-
bution of the ratio between the degree of distrust and the degree
of trust, and the mix pattern. Then, we design a new index called
the mixed trust PageRank (MTPR) index to evaluate the influential
power of a top persuader in mixed trust networks. Finally, rein-
forced by the dimensions of trust and distrust, a novel approach
is proposed to identify top persuaders in mixed trust networks.
The proposed MTPR-based approach can help marketers identify
top persuaders who have a lower degree of distrust and maintain
a higher degree of trust in mixed trust networks. The experimen-
tal results from real-world social network data show that our
approach substantially outperforms traditional approaches from
representative prior research.

The principal contributions of our work can be summarized as
follows: (1) The structural properties of mixed trust networks are
investigated in terms of four measures; (2) a new MTPR index is
conceived to evaluate the influential power of a top persuader in
mixed trust networks; (3) reinforced by the dimensions of trust
and distrust, a novel MTPR-based approach is proposed to identify
top persuaders in mixed trust networks; and (4) the experimental
results using real-world data collected from Epinions show that
our approach outperforms the degree centrality approach and the
PageRank approach using the positive–negative influence (PNI)
measure.

The remainder of this paper is organized as follows. Section 2
introduces the related works. Then, the methodology and prob-
lem formalization are proposed in Section 3. Section 4 presents
the empirical work and reports the evaluation results. The last
section concludes the paper by summarizing the most important
features of the proposed approach and suggesting future research
directions.

2. Related works

There has been a rich body of literature that examines top
persuader identification via trust in OSNs. The studies within
this literature were principally conducted based on three as-
pects: theory, methods, and techniques. More specifically, they

relied on social trust and distrust, investigations of the struc-
tural properties of social networks, and the identification of top
persuaders.

2.1. Definitions: social trust and distrust

Studies on trust and distrust from different disciplines have
different definitions. In psychology, psychologists regard trust/
distrust as personal psychological events [22–24]. They focus only
on the cognitive content and behavior of trust and distrust and do
not consider the influence of the social environment. In sociology,
sociologists believe that trust and distrust are equally important
concepts in social relations and that they are social phenomena
associated with the social structure and cultural norms [25–27].
They investigate not only the trust and distrust among individuals
but also the trust and distrust among large social groups. Man-
agement scholars believe that trust and distrust are the result of
behavioral expectations and interactions between individuals or
between individuals and organizations [28,29]. The relationship
between trust and distrust in different disciplines is shown in
Table 1. Following Lewicki’s definition [30], in this study, trust is
conceptualized as ‘‘a consumer’s positive expectations regarding
an e-vendor’s conduct, characterized as faith, confidence, and
assurance’’; additionally, distrust is defined as ‘‘a consumer’s neg-
ative expectations regarding an e-vendor’s conduct, characterized
as suspicion, wariness, and fear of transactions’’. Because of the
simultaneous coexistence of trust and distrust in OSNs, we si-
multaneously consider the effect of trust and distrust on top
persuader identification.

2.2. Investigation of the structural properties of trust networks

Productive efforts have been made to understand trust net-
works by exploring their structural properties. Based on graph
theory, a trust network can be abstracted as a graph, where
users can be viewed as nodes and the trust relationships among
them can be considered edges [31]. Because top persuaders prop-
agate social influence by their high network status and reach
target users via network breadth [32], better understanding the
structural properties of trust networks will provide an intuitive
identification of top persuaders [33]. Extant studies focus on the
robustness of a graph and the properties of a trust network struc-
ture [11,34,35]. Meo et al. investigated graph robustness using
the Randic index, which is a parameter introduced in chemistry
to study organic compounds [34]. Jiang et al. adopted graph
theory to model trust networks and to then investigate their
structural properties [35]. Because the imbalanced data issue is
a common phenomenon in trust network extraction, Bi et al.
proposed a new imbalance learning method that can be used to
improve the imbalanced data classification [36]. Nevertheless, to
characterize the enriched features of trust networks, a basic trust
network structure with single trust relationships between users
is insufficient because distrust inheres in mixed trust networks.
To understand the trust and distrust behavior among users, our
study attempts to investigate the structural properties of mixed
trust networks through four measures.

2.3. Identification of top persuaders

Because eWOM websites can provide tools for consumers
to discuss products and consult information from peers with
high online status, the identification of top persuaders is vital
to increasing the efficiency of eWOM marketing [6,37]. Exist-
ing approaches to identifying top persuaders in OSNs mainly
include centrality-based approaches [33,38,39], PageRank-based
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Fig. 1. A scenario of top persuaders in mixed trust networks.

Table 1
Studies on the relationship between trust and distrust in different disciplines.
Displine Psychology Sociology Management

Author (Year) Lewicki and Bunker [30] (1995) LuhMann [27] (2000) Cho [28] (2006)

Representative
viewpoints

The conflict psychological state
characterized by trust and distrust is
unstable and transient in nature.

Trust and distrust are equally important as
mechanisms to reduce social complexity and
uncertainty.

The negative influence of distrust on individuals’
willingness to disclose personal information is
greater than that of trust in revealing personal
information.

approaches [40,41], and TwitterRank approaches [42]. Centrality-
based approaches rank users in a social network using a centrality
measure and regard users with high centrality scores as top per-
suaders. Lu et al. developed a graph-based action network frame-
work to identify top persuaders according to degree centrality
measures [33]. In [39], the authors utilized centrality measures
to compute user reputation scores in trust networks. Bodendorf
et al. proposed a novel approach to identifying top persuaders
in forums via centrality indicators that include degree centrality,
closeness centrality and betweenness centrality [43]. PageRank
approaches rank users by analyzing the weights of relationships
through the lens of social influence and then leveraging such
weights to discover top persuaders [41]. Saez et al. proposed a
methodology that combines the temporal attributes of the nodes
and edges of a network with a PageRank-based algorithm to
identify the top persuaders in a given topic [38]. TwitterRank is an
extension of PageRank that is utilized to measure the influence of
Twitter users. For example, Weng et al. proposed a TwitterRank
approach to measure the influence of Twitter users and to identify
top persuaders by taking both topical similarity and the link
structure of users into account [42].

In summary, a series of major studies have proposed various
approaches to identifying top persuaders. However, in the context
of mixed trust networks, many OSN users who could be defined
as top persuaders in these previous approaches may have a high
negative influence on eWOM marketing. Our study attempts to
identify top persuaders who have a higher positive influence and
a lower negative influence. The crucial differences between the
proposed approach and the relevant literature are compared and
shown in Table 2.

3. Problem formulation and methodology

3.1. Problem formulation

This section introduces the problem of top persuader iden-
tification in mixed trust networks. Mixed trust networks are
composed of user trust networks and user distrust networks. We
first propose the formal descriptions of user trust networks, user
distrust networks, and mixed trust networks as follows.

Definition 1 (User Trust Networks). UTN = (V T , T , W t ) is a triple,
where V T denotes the node set of a trust network; T = {(ui, uj, ωt )
|ui ∈ V T

∧uj ∈ V T
∧ωt ∈ Wt} denotes the set of trust relationships

between nodes in the trust network. ui T uj denotes that node ui
trusts node uj, and Wt denotes the trust strength between nodes.

Definition 2 (User Distrust Networks). DTN = (VD, D, W d) is a
triple, where VD denotes the node set of a distrust network; D
= {(ui, uj, ωd) | ui ∈ VD

∧ uj ∈ VD
∧ ωd ∈ Wd} denotes the set of

distrust relationships between nodes in the distrust network. ui
D uj denotes that node ui distrusts node uj, and Wd denotes the
distrust strength between nodes.

Definition 3 (Mixed Trust Networks). MTN = (V, T, D, W t , Wd)
is a 5-tuple, where V denotes the node set of a mixed trust
network; T = {(ui, uj) | ui ∈ V ∧ uj ∈ V } denotes the set of trust
relationships between nodes in the mixed trust network. ui T uj
denotes that node ui trusts node uj. D = {(ui, uj) | ui ∈ V ∧uj ∈ V }
denotes the distrust relationship between nodes in the mixed
trust network. ui D uj denotes that node ui distrusts node uj. Wt
and Wd denote the trust strength and distrust strength between
nodes, respectively. The trust network and the user distrust net-
work are subnets of the mixed trust network, i.e., UTN⊆MTN and
DTN⊆MTN.

Based on the above definitions, the top persuader identifica-
tion problem in a mixed trust network is formulated as follows.
Assume that MTN = (V, T, D, W t , Wd) denotes a mixed trust net-
work that includes trust and distrust relationships among users.
u1, u2, . . . , un ∈ V denote the users in the mixed trust network.
The task is to discover top k top persuaders {I1, I2, . . . , Ik} from
{u1, u2, . . . , un}, satisfying the condition of Inf 1 > Inf 2 > . . . >

Inf k, where Inf j denotes the influential power of top persuader Ij
in the mixed trust network and j ∈ {1, 2, . . . , k}.

3.2. Investigation of the structural properties of mixed trust net-
works

To identify top persuaders in mixed trust networks, we inves-
tigate the structural properties of mixed trust networks. Based
on social network analysis theory, we explore four measures to
investigate the structural properties of mixed trust networks: the
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Table 2
Summary of top persuaders identification and relevant literature.
Work Trust

relationship
Distrust
relationship

Focus Limits

Li and Lin [37]
(2010)

√
Identifying top persuaders by an artificial neural
network and a trust mechanism.

Overlooking the distrust relationships among
users for the trust mechanism.

D. Lu et al. [33]
(2012)

Prestigious members on camera domain through
member’s prestige evolution.

Overlooking the trust and distrust relationships of
top persuaders.

Saez-Trumper [38]
(2012)

Finding top persuaders by combining the
temporal attributes of nodes and edges of a
network with a PageRank-based algorithm.

Overlooking the negative influence of trendsetters
in online social networks.

Kim and Tran [20]
(2013)

√ √
Assessing ripple effects of top persuaders using
three topological measures.

Separating the trust and distrust while identifying
top persuaders.

Shixi Liu et al. [9]
(2015)

√
Identifying top persuaders based on trust
relationship and domain for eWOM.

Overlooking the distrust relationships of top
persuaders in trust networks.

This paper
√ √

Identifying top persuaders in mixed trust
networks by dimensions of trust and distrust.

How to build the mixed trust networks for an
OSN without web of trust.

degree distribution of a mixed trust network [44], the correlation
coefficient of trust and distrust [33], the cumulative distribution
of the ratio between the degree of distrust and the degree of
trust [11], and the mix pattern [45,46].

3.2.1. The degree distribution of a mixed trust network
The degree distribution of a mixed trust network includes

the trust degree distribution and the distrust degree distribu-
tion; the formal descriptions are shown in Eqs. (1) and (2) [44],
respectively.

trustDegree(u) =

∑
trustee(u) (1)

where trustee(u) denotes the trust frequency of a trustee who is
trusted by his/her peers.

distrustDegree(u) =

∑
distrustee(u) (2)

where distrustee(u) represents the distrust frequency of a dis-
trustee who is distrusted by his/her peers.

3.2.2. The correlation coefficient of trust and distrust
The relation strength between the trust and distrust of a user

in a mixed trust network can be calculated through the correla-
tion coefficient of trust and distrust, denoted by Eq. (3) [33].

corr =

∑n
i=1(k

i
t − kt )(kid − kd)√∑n

i=1(k
i
t − kt )2

√∑n
i=1(k

i
d − kd)2

(3)

where corr denotes the correlation coefficient, kit denotes the
degree of trust of user ui, kt denotes the average value of the
degree of trust of a user, kdi denotes the degree of distrust of user
ui, and kd denotes the average value of the degree of distrust of
user ui.

3.2.3. The cumulative distribution of the ratio between the degree of
trust and the degree of distrust

To further investigate the correlation between trust and dis-
trust in a mixed trust network, we calculate the cumulative
distribution of the ratio between the degree of trust and the
degree of distrust, denoted by Eq. (4) [11]. R (ρ) denotes the
cumulative distribution of the ratio between the degree of trust
and the degree of distrust, kt denotes the degree of trust, and kd
denotes the degree of distrust.

R (ρ) =
kt
kd

> ρ (4)

According to Eqs. (3) and (4), if users’ trust and distrust
are weakly correlated and most users’ degree of trust is larger
than their degree of distrust, then users are more likely to trust
trustees with a higher degree of trust.

3.2.4. Mix pattern
The mix pattern is used to measure the probability that a

user with a kt degree of trust is connected to a user with a kd
degree of distrust. It includes the correlation function Knn and the
assortativity coefficient. The correlation function Knn of the degree
of trust and the degree of distrust is a measure of the mapping
between the degree of trust and the average degree of distrust of
all nodes linked from the nodes of that degree of trust, denoted
by Eq. (5) [46].

Knn (kout) =
1

|u|ku = kout |

∑
u|ku=kout

1
|v|(u, v) ∈ A|

∑
v|(u,v)∈A

kv
in (5)

Additionally, the assortativity coefficient is defined as the
Pearson correlation coefficient of the degrees between pairs of
linked nodes, denoted by Eq. (6), where ji and ki are the degrees
(degree of trust and degree of distrust) of nodes at the ends of
the ith edge, with i = 1, . . . , M.

r =

1
M

∑n
i=1 ji × ki − [

1
M

∑n
i=1

1
2 (ji + ki)]2

1
M

∑n
i=1

1
2 (j

2
i + k2i ) − [

1
M

∑n
i=1

1
2 (ji + ki)]2

(6)

According to Eq. (5), if Knn is an increasing trend, then there is a
central authoritative node in the mixed trust network. According
to Eq. (6), a positive assortativity coefficient value shows that
users with a high degree of trust prefer to connect to each other.
However, a negative assortativity coefficient value shows that
users with a small degree of trust tend to connect to users with
a high degree of trust.

3.3. Methodology

3.3.1. The influential power metric of top persuaders in a mixed trust
network

The influential power metric is a measure used to evaluate
the influential power of a top persuader in a social network.
However, existing metrics, such as degree centrality, take into
account only the homogeneous relationships between users, ig-
noring heterogeneous relationships. For example, a mixed trust
network includes both trust relationships and distrust relation-
ships. Therefore, it is imperative to design a new metric to mea-
sure the influential power of a top persuader in a mixed trust
network.

The PageRank algorithm is mainly used to measure the impor-
tance of a specific web page on the Internet relative to other web
pages in a search engine [41]. The algorithm is also widely used
to assess the importance of a user in OSNs [38]. The PageRank
value of a web page (that is, the number of tickets) is derived from
the recursive algorithm for the importance of all links to its web
pages. However, in a mixed trust network, most users have both
trust relationships and distrust relationships. It is assumed that
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Fig. 2. A toy for mixed trust PageRank metric . (For interpretation of the
references to color in this figure legend, the reader is referred to the web version
of this article.)

a trust relationship indicates a positive vote and that a distrust
relationship indicates a negative vote. In this case, the PageRank
algorithm cannot be directly used to measure the importance of
the influence of a user in a mixed trust network. Therefore, based
on the PageRank algorithm, we present a novel metric called
the MTPR to measure the importance of a user in a mixed trust
network. The MTPR is denoted by Eq. (7).

MTPR(ui) =

∑
uj∈Ti

MTPR(uj)
trustDegreej

−

∑
uk∈Di

MTPR(uk)
distrustDegreek

(7)

where MTPR(ui) denotes the mixed trust PageRank value of user
ui and trustDegreej and distrustDegreek denote the degree of trust
of user uj and the degree of distrust of user uk, respectively. Ti
denotes the set of users who trust user ui, and Di denotes the set
of users who distrust user ui.

To illustrate the MTPR metric in a mixed trust network, a
toy is shown in Fig. 2. Suppose that there is a social network
that includes both trust relationships and distrust relationships
among users. The red arrows and black arrows denote the trust
relationships and distrust relationships, respectively. Taking Alice
as an example, we introduce the calculation method of the MTPR
value as follows.

Alice obtained three trust relationships from Lucy, Ada, and
Bob and obtained a distrust relationship from David. According
to Eq. (7), the MTPR value can be calculated via Eq. (8).

MTPR(Alice) = MTPR(Ada) + MTPR(Lucy)/2
+MTPR(Bob)/2 − MTPR(David)/3 (8)

3.3.2. The novel top persuader identification approach based on
MTPR

Prior approaches to identifying top persuaders considered
only trust relationships and ignored distrust relationships [9,47],
which led to the identification of top persuaders with a high
negative impact. Since there are both trust relationships and
distrust relationships between users in a user trust network,
it is necessary to propose a novel approach to identifying top
persuaders. Therefore, based on the MTPR metric, the top per-
suader identification approach is proposed; it adapts to mixed
trust networks by improving the traditional PageRank algorithm.
The detailed approach is shown in Algorithm 1.

The algorithm tries to identify top persuaders in mixed trust
networks based on the MTPR index. Mixed trust networks are
represented by a directed graph, where each user represents a
node of the directed graph and a directed edge of the directed
graph represents the trust/distrust relationship between users.
Suppose that the process of a user who selects to trust/distrust
the next user is independent of his/her past trusted/distrusted
users and depends only on that user’s current trusted/distrusted
users. Therefore, the user selection process in a mixed trust
network can be regarded as a finite state discrete time stochastic
process, and its state transition process can be described by a
Markov chain [48]. The MTPR value of each user in a mixed trust
network is calculated through step 24 in Algorithm 1. The time
complexity of Algorithm 1 is O(N2).

4. Empirical study

4.1. Datasets

This study utilized public datasets crawled by Paolo Massa
from Epinions.com [49]. The datasets contain not only the trust



6 X. Hu, S. Liu, Y. Zhang et al. / Knowledge-Based Systems 182 (2019) 104803

Fig. 3. The degree distribution of mixed trust networks.

relationships but also the distrust relationships between users.
They provide a data basis for studying the structural properties
of mixed trust networks and top persuader identification in a
mixed trust network. The statistical characteristics of the datasets
have been studied, and the validity of the datasets as a sample of
the Epinions.com social network has been verified. The datasets
contain 131,829 users and 841,372 trust/distrust relationships,
where the number of trust relationships is 717,667 and the num-
ber of distrust relationships is 123,705. There are 85,000 users
who obtained at least one trust/distrust relationship, 1,560,144
reviews, and 13,668,319 review ratings.

4.2. The positive and negative influence evaluation metric

To compare the top persuader identification approaches by
considering positive and negative influence, the PNI measure is
applied to determine the influence of a top persuader in an
OSN [50]. The value of the PNI can be regarded as an influence
rate that describes how the audience of a top persuader is posi-
tively or negatively influenced. We first introduce the positive–
negative ratio (PN ratio) for a top persuader. The PN ratio for
a top persuader is defined as the number of trusted users from
the audience divided by the number of distrusted users from the
audience. The PN ratio is defined by Eq. (9).

ρ(ui) =
counti(trusted users of audience of top persuader ui)

counti(distrusted users of audience of top persuader ui)
(9)

where ρ(ui) denotes the PN ratio of top persuader ui, count i
(trusted users in the audience of top persuader ui) denotes the
number of trusted users who trust top persuader ui, and count i
(distrusted users in the audience of top persuader ui) denotes the
number of distrusted users who distrust top persuader ui. Based
on the PN ratio, the PNI measure is defined by Eq. (10) [50].

PNI =

[∑
trustee(ui) +

∑
distrustee(ui)

]
× ρ(ui) (10)

where PNI denotes the positive–negative influence value of top
persuader ui, ρ(ui) denotes the PN ratio, and

∑
trustee(ui) +∑

distrustee(ui) represents the entire audience of top persuader
ui. Based on the PNI measure, different top persuader identi-
fication approaches can be tested by considering positive and
negative influence in a social network.

4.3. Experimental results

4.3.1. Analytical results of the structural properties of mixed trust
networks

Analysis is conducted to investigate the potential structural
properties of mixed trust networks using the four measures intro-
duced in Section 3.2, i.e., the degree distribution, the correlation

coefficient of trust and distrust, the cumulative distribution of the
ratio between the degree of trust and the degree of distrust, and
the mix pattern.

Fig. 3 illustrates the distributions of probability when finding a
user with a degree of trust and a degree of distrust in mixed trust
networks. The results show that both the user’s degree of trust
and degree of distrust obey the power law distribution, which is
consistent with the results from the literature [51]. Furthermore,
the observation that these distributions are broad indicates that
both trust and distrust degree patterns of users are highly hetero-
geneous in mixed trust networks. The mean value and variance of
the degree of trust of uses are 5.444 and 1045.772, respectively;
in addition, the mean value and variance of the degree of distrust
of users are 0.9383 and 30.1014, respectively. These character-
istics show that mixed trust networks tend to contain centrally
located users and that the distrust relationships among users are
also widely distributed in a user trust network. The user behavior
properties confirm the identification of top persuaders and their
influence in distrust relationships on information diffusion.

According to Eq. (3), the correlation coefficient between trust
relationships and distrust relationships is 0.3704 (p-value <

0.001). These results show that users’ trust relationships are not
strong enough to be correlated with their distrust relationships
in the context of mixed trust networks. In addition, Fig. 4 shows
the cumulative distribution of the ratio between users’ degree of
trust and degree of distrust. When the ratio between the degree
of trust and the degree of distrust is 0.001, 0.01, 0.1 and 1,
the cumulative distribution function values are 46.24%, 46.26%,
52.88% and 63.46%, respectively. These results show that most
users’ degree of distrust is higher than their degree of trust, while
for only a small number of users is their degree of trust higher
than their degree of distrust. The findings of this study indicate
that it is difficult for users with a lower degree of trust to obtain
trust from other users and that most users are more likely to be
biased toward users with a higher degree of trust than toward
those with a high degree of distrust in mixed trust networks.
To further confirm this observation, we study the mix pattern of
mixed trust networks.

Figs. 5 and 6 provide the results of the correlation function
Knn of the user degree of trust and degree of distrust in mixed
trust networks, respectively. Fig. 5 shows the mapping between
the degree of trust and the average degree of distrust of all
nodes with that degree of trust. In Fig. 5, the X-axis denotes the
degree of trust, whereas the Y -axis denotes the average degree
of distrust. This finding indicates that for users with a low degree
of trust, their degree of distrust is also low; however, users with
a high degree of trust still maintain a low degree of distrust. In
addition, Fig. 6 shows the mapping between the degree of distrust
and the average degree of trust of all nodes with that degree
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Fig. 4. The cumulative distribution of trust degree to distrust degree ratio.

Fig. 5. Log–log plot of Knn values over trust degree.

Fig. 6. Log–log plot of Knn values over distrust degree.

of distrust. Similarly, in Fig. 6, the X-axis denotes the degree of
distrust, and the Y -axis denotes the average degree of trust. This
result shows that users with a high degree of distrust have a low
degree of trust; as their degree of distrust increases, their average
degree of trust will gradually decrease. The findings from Figs. 5
and 6 indicate that users are more likely to trust their peers with
a high degree of trust than those with a high degree of distrust.

If the relationships of trust and distrust in a mixed trust net-
work are both regarded as a relationship between users, then the
assortativity coefficient of the mixed trust network is calculated
as −0.01725 according to Eq. (6). This negative correlation shows
that nodes with small degree values in a mixed trust network
tend to connect to nodes with high degree values. In other words,
the mixed trust networks in this experiment have disassortativity.

On the one hand, the virtual relationships formed in a mixed trust
network make it easier for ordinary people to connect with the
top persuader, and they tend to be willing to accept connections
from others in the network. On the other hand, the top persuader
also needs support from the virtual world to achieve his/her
real-world performance or to maintain his/her network status.
Because the virtual relationship does not require enormous costs
(such as time, money, and energy) to maintain interpersonal
relationships in real life, it leads to disassortativity, i.e., in a mixed
trust network, nodes with small degree values tend to connect to
nodes with high degree values.

4.3.2. Top persuader identification and evaluation in a mixed trust
network

To validate our MTPR-based top persuader identification ap-
proach, this study selects existing algorithms based on the de-
gree centrality algorithm [9] and the PageRank algorithm [41]
as benchmark methods. The degree centrality algorithm uses the
degree centrality index to express users’ influential power, the
PageRank algorithm utilizes the PageRank value to measure users’
influential power, and our proposed algorithm uses the MTPR
index to measure users’ influential power. These three algorithms
are evaluated based on positive and negative influence in mixed
trust networks in terms of the PNI measure [50].

Table 3 shows the top 20 persuaders identified by the three
algorithms mentioned above. In this table, the user ID indicates
a top persuader’s identification number in the mixed trust net-
work, and the user’s influential power is calculated by the three
algorithms. First, the top persuader rankings are significantly
differentiated. For example, user #200118 is ranked no. 2 by the
MTPR-based algorithm, but he/she is ranked no. 3 and no. 11
by the degree centrality algorithm and the PageRank algorithm,
respectively. In addition, from the perspective of positive influ-
ence, the MTPR-based algorithm can identify a top persuader
with the highest degree of trust (e.g., user #210284), which is
similar to the other algorithms. However, from the perspective
of negative influence, the MTPR-based algorithm can identify top
persuaders who have a lower degree of distrust and maintain a
higher degree of trust. For example, users #200118, #205639, and
#480385 are ranked no. 2 by the MTPR, degree centrality, and
PageRank algorithms, respectively. User #200118, discovered by
the MTPR algorithm, has a higher degree of trust, 1535, and a
lower degree of distrust, 30. Although user #480385, discovered
by the PageRank algorithm, has the lowest degree of distrust,
9, he/she has the lowest degree of trust, 890. However, user
#205639, discovered by the degree centrality algorithm, has the
highest degree of distrust, 160, among these three top persuaders.

To further validate the proposed MTPR approach by consider-
ing positive and negative influence, the PNI measure is utilized to
evaluate the influence of a top persuader in mixed trust networks
discovered by the above three approaches. Table 4 shows the PN
ratio values and negative influence (distrusted) user percentages
of the top 20 persuaders in descending order by the PN ratio. The
results indicate that the PN ratio values are inversely proportional
to the distrusted user percentages. That is, the larger the PN ratio
value is, the smaller the negative influence user percentage of a
top persuader. Among the top 20 persuaders, the largest negative
influence user percentage of the top persuader discovered by the
MTPR algorithm is 8.47%, which is less than percentages of 9.88%
and 11.545% of the degree centrality and PageRank algorithms,
respectively. In addition, there are 806 distrusted users among
the top 20 persuaders discovered by the MTPR algorithm, which
is less than the 1259 and 1221 distrusted users discovered by the
degree centrality and PageRank algorithms. Overall, the percent-
age of distrusted users of top persuaders discovered by the MTPR
algorithm is less than those of the degree centrality and PageRank
algorithms.
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Table 3
The rank of top 20 persuaders identified by three algorithms.
Rank Degree centrality PageRank MTPR

User ID Influential power User ID Influential power User ID Influential power

1 210 284 3338 210 284 99.4711 210 284 124.0093
2 205 639 1673 480 385 91.0574 200 118 107.0046
3 200 118 1536 346 777 83.1920 232 924 88.5378
4 252 420 1464 295 491 75.1894 233 969 87.1540
5 253 067 1295 335 034 73.0939 243 427 83.3482
6 200 338 1252 252 420 70.6929 232 734 83.3007
7 295 491 1246 405 503 68.4578 279 675 80.9240
8 223 677 1225 306 614 67.2847 252 420 77.8755
9 204 418 1222 515 078 66.2365 249 990 74.1532

10 346 777 1190 394 804 65.0787 276 559 74.0456
11 243 427 1139 200 118 61.1328 245 622 74.0311
12 204 441 1067 304 270 58.7504 209 674 73.0211
13 209 674 1040 3 239 350 148 58.6572 272 981 72.4651
14 355 176 1027 205 639 57.4927 223 677 72.4286
15 234 885 1010 471 240 580 56.2635 247 911 72.2125
16 207 186 1001 253 067 56.0373 200 396 68.9521
17 335 034 989 302 444 55.8239 480 385 66.8637
18 200 500 936 293 976 55.6868 471 240 580 66.1876
19 262 868 899 321 708 55.3192 229 318 64.6661
20 480 385 890 372 200 55.0637 253 067 64.3424

Table 5 shows the PNI values of the top 20 persuaders in
descending order by the PNI measure and identified by the three
algorithms. Apparently, the PNI values of the top persuaders
identified by the MTPR algorithm are greater than or equal to
those of the degree centrality and the PageRank algorithms. The
PNI values of the top 5 persuaders discovered by the MTPR algo-
rithm are the same as those of the PageRank algorithm. However,
the PNI values for the MTPR-based algorithm are larger than
those of the PageRank algorithm from the 6th to the 20th top
persuader. Similarly, the PNI values for the MTPR-based algorithm
are basically greater than or equal to that of the degree centrality
algorithm. These results indicate that by considering both positive
and negative influences in mixed trust networks, the proposed
MTPR-based approach is better than the degree centrality ap-
proach and the PageRank approach. The main reason is that the
MTPR-based approach takes into account both trust relationships
and distrust relationships, which makes it possible to identify top
persuaders who have the lowest degree of distrust and maintain
a higher degree of trust.

4.3.3. Discussion
We investigated the structural properties of mixed trust net-

works through four measures and compared the proposed MTPR-
based approach with benchmark approaches, i.e., the degree cen-
trality and PageRank approaches, in terms of the PNI measure.
In mixed trust networks, most users’ degree of distrust is higher
than their degree of trust, and for only a small number of users is
their degree of trust higher than their degree of distrust. Users
with a higher degree of distrust have a lower degree of trust
because users are more likely to trust their peers with a higher
degree of trust than those with a higher degree of distrust. This
investigation is meaningful because the positive and negative
influence of top persuaders can be both propagated and promoted
via the recommendations of users to their followers and peers
in OSNs. It would be reasonable for marketers to employ top
persuaders with a higher positive influence and a lower negative
influence. The proposed MTPR-based approach can identify top
persuaders who have a lower degree of distrust and maintain a
higher degree of trust in mixed trust networks. By employing
these top persuaders discovered by the MTPR-based approach,
eWOM marketing campaigns that efficiently utilize mixed trust
network resources can not only reach more customers in mixed
trust networks but also decrease the negative influence. There are
limits to how the proposed approach can be generalized to an
OSN without a web of trust because most users in an OSN are
reticent in regard to expressing values of trust and distrust.

5. Conclusions

Top persuaders play a critical role in eWOM marketing cam-
paigns, and identifying them with respect to trust in a social
network has become valuable to corporations. This study for-
mulates the top persuader identification problem and proposes
a novel approach to identifying top persuaders in mixed trust
networks. The structural properties of mixed trust network are
investigated by four measures: the degree distribution, the corre-
lation coefficient of trust and distrust, the cumulative distribution
of the ratio between the degree of distrust and the degree of trust,
and the mix pattern. The MTPR index is then designed to evaluate
the influential power of a top persuader in the context of a mixed
trust network. Reinforced by the dimensions of trust and distrust,
an innovative approach is proposed to identify top persuaders
in mixed trust networks. The experimental results from real-
world social network data show that our approach substantially
outperforms traditional approaches in terms of the PNI measure.

This study contributes to the extant literature in several ways.
First, based on social network analysis theory, four measures are
explored to investigate the trust and distrust behaviors of users in
mixed trust networks. Better understanding these behaviors will
provide an intuitive identification of top persuaders. Our findings
reveal that it is difficult for users with a low degree of trust to
obtain trust from other users, i.e., most users are more likely to be
biased toward users with a higher degree of trust than those with
a high degree of distrust. In addition, mixed trust networks have
disassortativity, which indicates that nodes with smaller degree
values tend to connect to other nodes with high degree values.
Second, our approach to identifying top persuaders simultane-
ously considers trust relationships and distrust relationships in
the context of mixed trust networks; in contrast, most existing
approaches focus only on trust relationships. The experimental
results indicate that the top persuaders identified by our pro-
posed approach have a higher degree of trust and maintain a
lower degree of distrust in mixed trust networks. Finally, from
the perspective of eWOM marketing practices, enterprises should
not only pay attention to the positive influence of the trust of top
persuaders but also make efforts to reduce the negative influence
of their distrust on consumers. The proposed approach used in
this research can offer a list of effective top persuaders so that
corporations can reach more customers in mixed trust networks
and then increase their response rate accordingly.

However, this study is limited and must be further expanded.
First, mixed trust networks are not always available in all types
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Table 4
The percentage of negative (distrusted) users descending by PN ratio.
No. Degree centrality PageRank MTPR

Number of
audience

PN ratio
(ρ)

Negative
users (%)

Number of
audience

PN ratio
(ρ)

Negative
users (%)

Number of
audience

PN ratio
(ρ)

Negative
users (%)

1 899 98.89 1.00% 899 98.89 1.00% 899 98.89 1.00%
2 914 59.93 1.64% 593 58.30 1.69% 1492 52.29 1.88%
3 1492 52.29 1.88% 608 54.27 1.81% 1566 51.20 1.92%
4 1566 51.20 1.92% 709 53.54 1.83% 586 44.08 2.22%
5 956 46.80 2.09% 1492 52.29 1.88% 1067 38.52 2.53%
6 1067 38.52 2.53% 1566 51.20 1.92% 868 38.45 2.53%
7 1259 36.03 2.70% 605 45.54 2.15% 726 37.21 2.62%
8 1176 30.78 3.15% 1176 30.78 3.15% 1259 36.03 2.70%
9 1103 29.64 3.26% 1289 28.98 3.34% 1176 30.78 3.15%

10 1289 28.98 3.34% 644 27.00 3.57% 644 27.00 3.57%
11 1073 22.33 4.29% 699 26.96 3.58% 750 26.78 3.60%
12 921 17.80 5.32% 3478 23.84 4.03% 614 25.70 3.75%
13 1083 13.84 6.74% 847 12.89 7.20% 666 24.62 3.90%
14 1357 11.92 7.74% 676 12.00 7.69% 553 24.14 3.98%
15 1405 11.77 7.83% 1405 11.77 7.83% 3478 23.84 4.03%
16 1077 11.24 8.17% 1077 11.24 8.17% 897 18.50 5.13%
17 1297 11.12 8.25% 1297 11.12 8.25% 893 14.40 6.49%
18 1833 10.46 8.73% 1833 10.46 8.73% 847 12.89 7.20%
19 1109 9.27 9.74% 870 9.88 9.20% 1405 11.77 7.83%
20 1356 9.12 9.88% 589 7.66 11.54% 602 10.80 8.47%

Table 5
The positive and negative influence comparison of top 20 persuaders using PNI measure.
Rank Degree centrality PageRank MTPR

User ID PNI UserID PNI User ID PNI

1 480 385 88 901.11 480 385 88 901.11 480 385 88 901.11
2 210 284 82 925.46 210 284 82 925.46 210 284 82 925.46
3 200 118 80 179.20 200 118 80 179.20 200 118 80 179.20
4 252 420 78 010.29 252 420 78 010.29 252 420 78 010.29
5 262 868 54 779.07 372 200 70 901.14 372 200 70 901.14
6 223 677 45 361.03 304 270 37 958.77 223 677 45 361.03
7 200 500 44 740.80 295 491 37 351.02 209 674 41 099.26
8 209 674 41 099.26 243 427 36 201.73 304 270 37 958.77
9 295 491 37 351.02 405 503 34 571.90 295 491 37 351.02

10 243 427 36 201.73 496 579 32 997.82 243 427 36 201.73
11 204 441 32 691.69 394 804 27 550.76 667 808 35 279.11
12 355 176 23 955.89 3 239 350 148 26 082.00 405 503 34 571.90
13 205 639 19 166.31 205 639 19 166.31 232 924 33 378.55
14 253 067 16 540.68 302 444 18 845.04 496 579 32 997.82
15 372 535 16 390.04 471 240 580 17 388.00 257 170 29 200.56
16 200 338 16 180.61 253 067 16 540.68 394 804 27 550.77
17 234 885 14 983.97 346 777 14 424.58 3 239 350 148 26 082.00
18 346 777 14 424.58 335 034 12 104.01 562 458 24 681.07
19 204 418 12 365.91 249 990 10 913.80 205 639 19 166.31
20 335 034 12 104.01 321 708 8591.25 302 444 18 845.04

of OSNs, such as MySpace and Facebook. Since most users in
an OSN are reticent in regard to expressing values of trust and
distrust, the proposed approach does not always work effectively.
Therefore, the issues of how to evaluate the trust and distrust
between users in these types of OSNs and how to build mixed
trust networks based on them constitute an interesting prob-
lem that will be investigated in our future research. Second,
there is massive unstructured information (such as user reviews)
available in OSNs that can be utilized for more fine-grained and
accurate trust and distrust evaluations. In this context, the meth-
ods of sentimental analysis and deep learning could be leveraged
to improve the performance of our proposed MTPR approach.
Third, there are a great number of isolated users who have no
connections with other users in OSNs. The question of how the
marketing information of top persuaders reaches these isolated
users through their social channels or social reach will be further
studied in future work.
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